
NERIS Regional Training



NERIS Regional Training:
Introduction & Overview 

(Module 1)



The goal of NERIS is to empower the local fire and 
emergency services community by equipping them with near 
real-time information and analytic tools that support data 
informed decision-making for enhanced preparedness and 
response to incidents involving all hazards. 

Goal of NERIS



▪ Firefighter-first design

▪ Improved data quality, reliability, and accuracy

▪ Near real time, fully geospatial data

▪ Highly flexible, relying on data integration from best 
available sources for better intelligence

▪ All-hazards: All incidents local fire & EMS responds 
to

▪ Streamlined and efficient data collection, data 
sharing, and analytics

▪ Insights on emerging threats and hazards

▪ Agile, development keeping pace with evolving 
needs, science, and technology advancements

NERIS Fast Facts



January 2025

February 2025

May 2025

July-December 2025

January 1, 2026

Targeted Roll Out

Onboarding ~500 remaining early adopter 
fire departments and all 50 State Fire 
Marshals.

Broader Adoption 

Fire departments onboard in phases and start 
reporting incident data to NERIS based on the 
onboarding ramp-up plan.

Full Transition 
to NERIS

All fire incident 
reporting is 
conducted using 
NERIS exclusively. 
Legacy NFIRS 
application is 
sunset, and 
decommissioning 
begins.

State Fire Marshal Office 
Onboarding

SFM Training and NERIS Onboarding at National 
Fire Academy and develop partnership with SFM 
for NFIRS transition with local departments.

National Deployment and ATO

Fire departments onboard in phases and start 
reporting incident data to NERIS. Increased number of 
API connections established from local CAD & RMS.
July 2025 is the target for ATO.

2025 NERIS Timeline



NERIS Regional Training:
Initial Account Setup

(Module 2)



Link: https://neris.fsri.org/onboarding

Or Scan QR Code: 

NERIS Onboarding Center

https://neris.fsri.org/onboarding


NERIS Onboarding Phases

Creating Your Account

Fire departments can add/update attribute 
information after they activate their node in 

NERIS.

Reporting

A) If using the NERIS collection app - submit 
when ready.

B) If using a third-party RMS – switch after your 
RMS is ready

1 2

Two Phase Process
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NERIS Onboarding Regions



NERIS Onboarding Regions



NERIS Onboarding Regions

Upstate: 

June 2nd – June 6th

Midlands: 

June 23rd – June 27th

Lowcountry: 

June 16th – June 20th

Pee Dee: 

June 9th – June 13th



NERIS Onboarding Regions

UPSTATE

June 2nd

PEE DEE

June 9th

LOWCOUNTRY

June 16th

MIDLANDS

June 23rd

Abbeville Chesterfield Allendale Aiken

Anderson Clarendon Bamberg Barnwell

Cherokee Darlington Beaufort Chester

Greenville Dillon Berkeley Edgefield

Greenwood Florence Calhoun Fairfield

Laurens Georgetown Charleston Kershaw

McCormick Horry Colleton Lancaster

Oconee Lee Dorchester Lexington

Pickens Marion Hampton Newberry

Spartanburg Marlboro Jasper Richland

Union Sumter Orangeburg Saluda

Williamsburg York



NERIS Onboarding Checklist



NERIS Onboarding Survey (Part 1)



NERIS Onboarding Survey (Part 2)



NERIS Onboarding Survey (Part 3)



Required fields for account:  

• E-mail Address

• First Name, Last Name

NERIS Policies:

• Terms of Use

• https://neris.fsri.org/terms-of-use

• Privacy Policy

• https://neris.fsri.org/privacy-policy

NERIS Compliance:

• NERIS intends to be fully complaint with states privacy rights regulations including but not 

limited to: CCPA/ CPRA (CA), CDPA (VA), CPA (CO)

NERIS User Privacy

https://neris.fsri.org/terms-of-use
https://neris.fsri.org/privacy-policy


Authorization - Access Control

✓ Each entity (or fire department) is responsible for managing access to its data within NERIS.

✓A single User may be affiliated with multiple entities and therefore provided access and assigned roles in 

multiple entities/departments within NERIS.

✓ An initial entity admin will be verified by the NERIS team during onboarding. 

✓ The entity admin can invite users, assign roles, and manage permissions as described below:

• Entity User: Submits and views incident data, modifies personal attributes, and interacts with system features.

• Entity Superuser: Everything a user can do plus can edit/approve incident data.

• Entity Admin: Everything a superuser can do PLUS responsible for approving user roles, managing entity attributes, approving 

3rd party software integrations, and ensuring secure data handling.

NERIS User Roles



NERIS Onboarding – Initial Email

• Initial email from NERIS will be sent to one individual from your 
department

• Individual will put the Chief’s contact info, the NERIS Admin’s 
contact info, and the department they represent (way to verify 
onboarding)

• NERIS Admin will then be sent onboarding email and will be 
placed as the first department admin (can add other admin and 
users from there)



NERIS Onboarding – Initial Email
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• Individual will put the Chief’s contact info, the NERIS POC’s 
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NERIS Onboarding Guide – Invite Users



NERIS Onboarding Guide – Sign In for 1st Time



NERIS Onboarding Guide – Sign In for 1st Time



NERIS Onboarding Guide – Update Information



NERIS Onboarding Guide – Update Information



NERIS Onboarding Guide – Search for Users



NERIS Onboarding Guide – Activating Users



NERIS Onboarding Guide – Deactivating Users



NERIS Onboarding Guide – Deactivating Users



NERIS Onboarding Guide – Removing Users



NERIS Onboarding Guide – Removing Users



NERIS Onboarding Guide – Set Roles



NERIS Onboarding Guide – Filtering Users



NERIS Onboarding Guide – Submit an Issue



Updating Department Info



Updating Department Info – General



Updating Department Info – Addresses



Updating Department Info – Services & Shifts



Updating Department Info – Staffing



Updating Department Info – Dispatch & Protocols



Updating Department Info – Software Integration



Stations Assigned to Fire Department



Add Station



Add Station



Units Assigned to Station



Add Unit



Add Unit



Module 2 Takeaways

1. NERIS Onboarding for SC takes place in JUNE!

2. NERIS Onboarding for SC will occur in phases (Upstate is 1st week of June, Pee Dee is 2nd

week of June, Lowcountry is 3rd week of June, and Midlands is 4th week of June). 

3. Complete the NERIS Onboarding Survey in order to progress towards Fire Safe SC 

Designation.

4. There are three main roles in NERIS: user, superuser, and admin.

5. The initial email for onboarding in June will go to one department member. The chief’s 

contact info, the NERIS Admin’s contact info, and the department name will need to be 

verified. The NERIS Admin will receive further instruction to setup their account. 

6. Department information (including station and unit information) can be updated by an admin 

within the NERIS site. 



NERIS Regional Training:
Data Capture (Module 3)



NERIS Onboarding Phases

Creating Your Account

Fire departments can add/update attribute 
information after they activate their node in 

NERIS.

Reporting

A) If using the NERIS collection app - submit 
when ready.

B) If using a third-party RMS – switch after your 
RMS is ready

1 2

Two Phase Process
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NERIS is not authorized to serve as an entity’s system of record in fulfilling their local 

jurisdiction’s records retention or storage solution. 

Retention of Raw Incident Data:

• All raw incident data collected by NERIS will be retained for a period of seven (7) years from the date of collection, as 

required by FEMA.

• After the initial seven years, raw data will be moved to long-term archival storage using solutions designed for 

infrequent access, using a service optimized for SQL-based data. This ensures data integrity while reducing storage 

costs.

Retention of Transformed Incident Data:

• All transformed (processed and cleansed) incident data derived from raw data (e.g., aggregated datasets, 

normalized datasets, or trend analyses) will be retained and accessible to users indefinitely. 

• Supports long-term historical and trend analysis to inform public safety initiatives, emergency response planning, and 

federal reporting requirements.

NERIS Data Retention Policy



NERIS Data Privacy

Incident Data Privacy
NERIS Incident Data has undergone a privacy threshold assessment and has been determined not to contain SPII.

What is PII?

• Personally Identifiable Information; Information that can be used to distinguish or trace an individual’s identity, either 
alone or when combined with other information that is linked or linkable to a specific individual.

What is SPII?

• Sensitive Personally Identifiable Information; like Social Security, Credit Card, Medical Records, etc. that could cause 
serious harm if disclosed without authorization. 

Fire Department - Data Entry Responsibility: 

• Free text fields in incidents should not have SPII or PII information entered. 

• If PII or SPII is entered into an open text field, NERIS automatically scans, identifies, and redacts such data/information. 



The NERIS-compatible badge signifies that a vendor’s software 
is capable of data exchange with the NERIS platform. 

To earn a NERIS compatibility badge, a vendor must:

1. Create an integration between their software and NERIS

2. Submit a new incident in the test environment to the FSRI Fire Department

3. Capture the unique incident number and submit an update to the incident that was 
created

4. Establish a station and add a unit to the FSRI Fire Department

As of 5/14/2025: Thirteen (13) unique vendors have successfully completed NERIS data 
exchange compatibility testing and received the badge.

More information available, https://neris.fsri.org/integration-partners

NERIS Vendor Readiness

https://neris.fsri.org/integration-partners


Local-Level Incidents
Department level data is all geocoded and time
stamped. This component tells us the current and
legacy hazards a department responds too and the
capcity to respond. All CRR data can be geospatially
linked to incident data.

Local-Level CRR
Departments can log home visits (e.g., MIH), parcel
and property inspections, hydrant inspections, and
community events/programs which can be linked back
to the historical incident in the geospatial area.

State-Level Inspections
States can log inspections on parcels and structures to
be able to goespatially and temporally tag this
information. These inspections can be tagged to the
incident response data from the local departments.

State-Level CRR Programs
States can log CRR programs and community events directly
into the application. The data is geospatial and will be tagged
to the state’s NERIS ID. This data will also be linked with
incidents that occur in the areas where the programs occur.

CRR Data Hub



NERIS Courses

1. The 6100 – End User & 6200 – Administrator courses offered through the South Carolina 

Fire Academy (SCFA) have been revamped to include pertinent aspects of NERIS. 

2. The new course codes and names will be: 6101 – NERIS End User & 6202 – NERIS 

Administrator.

3. These courses will highlight how to enter reports into the new national system, how to 

improve data quality of reports, and how to administer a department’s account within 

NERIS.

4. Class offerings can be found on the SCFA Fire Portal. Continue to check the Fire Portal as 

new offerings may be made available throughout the year.



• Participating departments gain 

instant access to key analytics and 

metrics.

• NERIS enhances data by integrating 

essential data and information for 

better intelligence.

• The analytics menu for local fire & 

EMS departments will continue to 

expand and improve over time.

NERIS Dashboard



Module 3 Takeaways

1. Raw data is retained within NERIS for 7 years. Transformed incident data will remain 

accessible to users indefinitely.

2. Try not to include PII and SPII entered in the narrative section.

3. Third party systems that have integrated with NERIS will receive a Vendor Readiness 

Badge.

4. You will retain access to the South Carolina NERIS Training Site. Take time to familiarize 

yourself with the new incident report if your department inputs reports directly as there have 

been significant changes made compared to NFIRS. 

5. 6100 & 6200 have been redesigned (now 6101 & 6202) and will be offered again starting in 

July.



NERIS Regional Training:
NFIRS Decommissioning 

(Module 4)



NFIRS Timeline

NFIRS Begins
America Burning released in 1973 

lead to the establishments of USFA in 

1974 with the Federal Fire Prevention 

and Control Act in 1974. NFIRS 

launches in 1975.

NFIRS 4.0
First public release of NFIRS 

collected data. 

NFIRS 5.0
NFIRS becomes an “all-hazard” data 

collection system with the addition 

of EMS data, wildfire data, and 

juvenile firesetter module.

Sunsetting NFIRS
Driven by security concerns, outdated data 

models, and costs in maintaining code 

base, at the start of calendar year 2026, 

NFIRS will sunset, and decommissioning will

begin.1975

1985

1999

2025



• Entities contributing data to NFIRS retain ownership of their data.

• NFIRS is not authorized to serve as an entity’s system of record in 

fulfilling their local jurisdiction’s records retention or storage solution. 

“The data collected and input into NFIRS by the local fire departments and states belongs the specific 

users; FEMA/USFA does not have access to this information other than those staff who maintain the system. 

Therefore, historical data including PII are kept indefinitely for use in longitudinal analyses by those fire 

departments that own the data.” 

Privacy Impact Assessment for the National Fire Incident Reporting System (NFIRS)

DHS/FEMA/PIA-044 

NFIRS Data Ownership



• NFIRS
• Planned for sunset and decommissioning in early 2026.

• NFIRS Public Data Release (PDR) on OpenFEMA
• Cleaned and processed annual, national data set made publicly available. 

• Not full, raw data.

• Data currently available for 1980-2023.

• Data for 2024 and 2025 will be packaged and released on OpenFEMA

• Link: https://www.fema.gov/about/openfema/data-sets/fema-usfa-nfirs-annual-
data

• NERIS will not consume or connect with historical NFIRS data

NFIRS Transition Basics

https://www.fema.gov/about/openfema/data-sets/fema-usfa-nfirs-annual-data


Agency maintains their incident records 
via their local Records Management 

System (RMS) or other storage as their 
system of record and complies with 
their local records retention policy

GOOD – No further action needed

Agency enters incident reports directly 
into NFIRS and does not have their own 

RMS or other storage for the incident 
records serving as their system of record

ALERT – Agency needs to establish a 
system of record, retrieve, and store 

historical incident records in compliance 
with their local records retention policy.

Scenario A

Scenario B

Records Retention Guidance



Export Incidents



Export Incidents



Export Incidents



Export Incidents



Export Incidents



Export Incidents



Export Incidents



Data Warehouse Export

• Several new reports on Data Warehouse to Export incident 
modules

• Each type of Module requires a separate report to run

• Can run multiple years and multiple departments (including 
inactive)

• Narratives for modules not included (separate excel report in 
different location)

• How-to guide being developed



Data Warehouse-Excel Reports



Excel Report Example- Basic Module



Module 4 Takeaways

1. NFIRS began in 1975 and will be sunsetting in January of 2026.

2. NFIRS Public Data Releases (PDRs) will remain available on OpenFEMA. These datasets 

are processed and do not include some incident report fields or invalid incidents.

3. Departments that need to retain incident reports stored within NFIRS must export their 

incidents off of NFIRS before 2026. This can be done by utilizing the Bulk Export Function 

within NFIRS. Please export no more than one year at a time.


